
(FY 2011) PIA: System ldentification
Program or System Name:

OMB Unique System / Application / Program ldentifier (AKA: UPID #):

Veterans Health Administration (VHA) Leadership and Workforce Development System

Development>Region 2>VHA>VHA Leadership &

The Veterans Health Administration (VHA) Leadership and Workforce Development System (VHALWD

has 36 separate databases that conta¡n information on people, positions, and organizations, work

groups, workforce, workforce and leadership classes, workforce development programs and

part¡c¡pat¡on, personal development plans, supervisory levels, mentor and coach attributes, High

Performance Development Model (HPDM) core competency, intern data, EEO reporting succession

planning, workforce planning, senior executive information, applicant tracking and recruitment,

Executive Career F¡eld (ECF) position and performance information, and education funding and

programs. The VHA Executive Management Program consists of the functions that fall under the

purview of the VttA Executive Resources Board (ERB) and the VHA Performance Review Board (PRB).

Their functions include execut¡ve development, recruitment and placement, organizational analysis,

succession planning workforce planning, EEO and ADR assessment, workload tracking and reporting of

human capital and HR, and individual and organizational performance assessment and recognition. The

method used to collect this information is a proprietary system using relational database technology.

lnformation from these databases are joined and expanded to inform programs and processes' This

combination of information is used in the administration of talent management, VHA human capital

Description of System/ Application/ Program: objectives, and in the support ofthe gRg and PRBfunctions.

Central Arkansas Veterans Healthcare

Privacy Officer:

lnformation Secu rity Officer:

System Owner/ Chief lnformation Officer:

lnformation Owner:

Other Titles:

Angie Waddles

Billy W. Winkle

Diana Rogers

Diana Rogers

James Hall

Gregory M. Williams

50L-257-2972

50L-257-2084

817-385-3751
405-552-4346

501-257-1s31

501-257-2006

anqela.waddles@va. qov

billv.winkle@va.gov

diana.roqers3@va.qov
diana.rogers3@va.qov

iames.hall@va.gov
qreqory.will iams6(Ova.oovPerson Completing Document:

Other Titles:

Date of Last PIA Approved by VACO Privacy Services: (MM/YYYY) N/A: First PIA

Date ApprovalTo OPerate ExPires:

What specific legal authorities authorize this program or system:

What is the expected number of individuals that will have their Pll stored in this system:

ldentify what stage the System / Application / Program is at:

2. System ldentification

1 6 1 VA1 042 Veterans Health Adm i n istration Leadersh ip

and Workforce Development-Title 38, United States Code,

section 501a

Approximately 25,500,000

Operations/M a intenance
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The approximate date (MM/YYYY) the system will be operational (if in the Design or

Development stage), or the approximate number of years the system/application/program has

been in operation. The system has been operationalsince March 2002

ls there an author¡zed change control process which documents any changes to existing

applications or systems? N/A: First PIA

lf No, please explain:

Has a PIA been completed within the last three years? No

Date of Report (MM/Y\ fÐ:
please check the appropriate boxes and continue to the next TAB and complete the remaining questions on this form.

l- Have any changes been made to the system since the last PIA?

l- ts th¡s a plV system/application/program collecting Pll data from Federal employees, contractors, or others performing work for the VA?

17 Will this system/application/program retrieve information on the basis of name, unique identifier, symbol, or other Pll data?

F Does this svstem/application/prosram collect, store or disseminate Pll/PHl data?

17 Doesthissystem/application/programcollect,storeordisseminatetheSSN?

lf there is no personalty tdentifiable tnformation on your system , please complete TAB 2 & TAB 12. ( See Comment for Definition of Pll)

2. System ldentification
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(FY 2011) PIA: System of Records

ls the data maintained under one or more approved System(s) of Records? lf the answer

above no, please skiP to row 15. Yes

For each applicable System(s) of Records, list:

1. AllSystem of Record ldentifier(s) (number):

2. Name of the SYstem of Records:

3. Location where the specific applicable System of Records Notice may be accessed

161VA10A2

161VA1OA2 Vetera ns Hea ¡th Ad m inistration (VHA)

Leadership and Workforce Development System

htto: I I eovaulse.us I entries I ZAfuO I O2 I 22 I 2AtO-

(include the URL):

¡f.* VoJieàd, and will the application, system, or program comply w¡th, all data

management in the of Records Notice(s)?

Ooel iná System of Records Notice- require modification or updating?

ls Pllcollected by paper methods?

ls Pll collected by verbal methods?

ls Pll collected by automated methods?

ls a Privacy notice Provided?
proximity and Timing: ts the privacy notice provided at the time of data collection?

purpose: Does the privacy notice describe the principal purpose(s) for which the information

willbe used?

Authority: Does the privacy not¡ce specifo the effects of providing information on a voluntary

basis?

(Please Seled Yes/No)

No

No

Yes

Yes

Yes

Yes

Yes

Disclosures: Does the privacy notice specifo routine use(s)that may be made of the

3. System of Records
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(FY 2011) PIA: Notice

Please fill in each column for the data types selected.

Data Type Collection Method
What willthe subiects be told about the

information collection?

How isthis message

conveyed to them?

Veteran or Primary Subject's Personal

Contact lnformation (name, address,

telephone, etc) Paper & Electronic

The information is used to treat and care

for the veteran patient. Clinical

information from VA and DoD is used in

the diagnosis and treatment of the

veteran. Automated

Family Relation (spouse, children,

The information is used to treat and care

for the veteran patient. Clinical

information from VA and DoD is used in

the diagnos¡s and treatment of the

veteran.parents, grandparents, etc) Paper & Electronic Automated

Service Information

The informat¡on ¡s used to treat and care

for the veteran patient. Clinical

information from VA and DoD is used in

the d¡agnosis and treatment of the

veteran.Paper & Electronic Automated

The information may be disclosed to a

member of Congress, or a staff person

acting for the member on behalf of the

written request of the individual diagnosis

and treatment ofthe veteran. Such as

medical treatment information related to

drug abuse, alcoholism or alcohol abuse,

sickle cell anemia or infection with the

Medical lnformation

4. Notice

VA File Database human immu Automated
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VA may disclose information from this

system of records to the Department of
Justice (DoJ), either on VA's initiative or in

response to DoJ's request for the

information, after either VA or DoJ

determines that such information is

relevant to DoJ's representation of the

United States or any of its components in

legal proceedings before a court or

adjudicative body, provided that, in each

case, the agency also determines prior to
disclosure that release of the records to

DoJ is a use of the information conta¡ned

in the records that is compat¡ble with the

purpose for which VA collected the

Criminal Record lnformation Electronic/FileTransfer records Automated

Paper & Electronic

The information is used to treat and care

for the veteran patient. Clinical

information from VA and DoD is used in

the d¡agnosis and treatment of the

veteran. Automated
Guardian lnformation

Education lnformation N/A

Benefit Information'

The information is used to treat and care

for the veteran Patient. Clinical

information from VA and DoD is used in

the d¡agnosis and treatment of the

veteran.VA File Database Automated

4. Notice
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Because VHALWD stores next-of-kin

information ánd emergency contact

information such as name and telephone

number are collected from the veteran to
use to contact other individuals in case of

an emergency. ln addition, insurance and

employment information is available on

the veteran for use in billing for care. Automated
Other (Explain)

Data Type
ls Data Type Stored on

your system?

Source

(lf requested, identify the specific file,

ent¡ty and/or name of agencY)

ls data collection
Mandatoryor

Voluntary?

Veteran or Primary Subject's Personal

Contact lnformation (name, address,
Yes VA Files / Databases (ldentify file) Mandatory

Mandatory

telephone, etc)

Family Relation (sPouse, children,
Yes VA Files / Databases (ldentify file)

parents, grandParentl etQ

Service lnformation VA Files / Databases (ldentifo file) Mandatory

Medical lnformation Yes VA Files / Databases (ldentit file) Mandatory

Criminal Record lnformation Yes VA Files / Databases (ldentify file) Mandatory

VA Files / Databases (

Education lnformation

4. Notice
Page I

?--

No VA Files / Databases (ldentify file) Mandatory



Benefit lnformation
VA Files / Databases (ldentifu file)

Other (Explain)

Other (Explain)

Other (Explain)

4. Notice
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How is a privacy notice Provided?

Automated via a link to the VA notice of Privacy policies

Automated via a link to the VA not¡ce of Privacy policies

Automated via a link to the VA notice of Privary policies

Automated via a link to the VA notice of Privacy policies

4. Notice
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Automated via a link to the VA notice of Privacy policies

Automated

Automated via a link to the VA notice of Privacy policies

4. Notice
Page 1'1



Automated via a link to the VA notice of Privacy policies

Additional Comments

Automated via a link to the VA notice of Privacy policies

Automated via a link to the VA notice of Privacy policies

Automated via a link to the VA notice of Privacy policies

Automated via a link to the VA notice of Privacy policies

Automated via a link to the VA notice of Privacy policies

Automated via a link to the VA notice of Privacy policies

Automated via a link to the VA not¡ce of Privacy policies

4. Notice
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Automated via a link to the VA notice of Privacy policies

4. Notice
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(FY 20L1) PIA: Data Sharing

Organization
Name of

Agency/Organization

ldentify the type of Data

Sharing and its purpose.

ls Pll or What is the Procedure You

PHI reference for the release of
Shared? information?

Do they
access

this
system?

Internal Sharing: VA Organization

Orga nization/Position

Assignment of EmPloYees

Approval by Chief of HR,

Network Directors, DVA

HR&A WMCANd HTM

office.VHA DVA, NCA, VBA Pt¡

N/A
Other Vetera n Organization

Other Federal Government

LocalGovernment

Other Project I SYstem

Other Project / System

N/A
N/A

N/A

No

No

No

(FY 2011) PIA: Access to Records

Oo"iifte system gather information from another system?
Active D¡rectory, Nature of Action, Employee and Payroll

Please enter the name of the sYstem:

Per responses in Tab 4, does the system gather information from an individual? Yes

!f information is gathered from an

individual, is the information provided:

I- Throush a Written Request
l- subm¡tted in Person
17 Onl¡ne via Electronic Form

to process information rylgnlh.

(FY 2011) PIA: SecondarY,U:9

Þ-çffþ g ü5nfi gs!, fÁ6êg{ro ri zi n g a cce ss to t h i s d ata'

I HIV

No

Page 14

W¡ll Plldat. be included with any secondary use request?

l- Drug/Alcohol Counseling

l- Research l- s¡ckle cell
l- MentalHealth

I- Other (Please ExPlain)
if yes, please check all that aPPIY:
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(FY 201L) PIA: Program Level q!g$ro!:

-

Does this plA form cont.¡n -.ny s"r,s¡i¡ve ¡nforrnai¡on that could cause harm to the Department of Veterans Affairs or
No

any party if disclosed to the public?

lf Yes, Please Specify:

Explain how collected data are limited to required elements:

Answer: processes are in place to ensure data collection of only required data. Data is entered electronically with the use of automated forms that

request only the data necessary eliminating the collection of unnecessary data'

How is data checked for completeness?

Answer: Business rulet data review by data owners relational databases and confirmation by end-users.

Wlrt rt"pr * pr"ieOur"s are taken to ensure the data remains current and not out of date?

Answer: Data is updated with each instance of personnel actions, personnel notifications, PAID transactions, Nature of Actions and payrolls

processing. pAlD data is updated eight times a pay period. Data is verified and updated at the time an SF52 action ¡s generated'

H"r ¡t *", d"ià verified for relevance, authenticity and accuracy?

Answer: Supervisors verifu that the autopopulated sF52 is accurate before submission for processing by HR; HR veriffies that: the act¡on is valid'

employee and pos¡t¡on information is accurate, coding and processing follow policy, guidelines, regulations and HDMLs, ensuring accurate input and

results after processing are accurate.

Additional tnformation: (provide ory n"rrrfirlor;¡ying ir¡ormation or additional explonotion for this section')

Disposa

What is the data retention Period?

6. Program LvL Questions
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Answer: Documents are required for retention following the guidance in Guide to Personnel Recordkeeping (GPR) which clearly outl¡nes documents

required for long term retention and/or transfer. The Title V of the Code of Federal Regulations (CFR), 5 293.405 which explains the retention period

for SES and non-SES performance rating of record. Finally, the eOPF Master Forms List identifies forms designated as Permanent, Temporary, and

Agency specific documents for both Title V and non-Title V organizations for those agencies that have migrated to eOPF. The retention period is

dependent on the type of data and the intended use. VA Records Control Schedule 10-1 (page 8) has Records Management Responsibilities for

developing policies and procedures for effective and efficient records management throughout VHA. Program officials are responsible for creat¡ng,

maintaining, protect¡ng, and disposing of records in their program area in accordance with National Archives and Records Administration (NARA)

regulations and VA policy. All VHA employees are responsible to ensure that records are created, maintained, protected, and disposed of in

accordance with NARA regulations and VA policies and procedures.

Explain why the information is needed for the ¡nd¡cated retention period?

Answer: Mandatory requirements are set for each type of data stored.

What are the procedures for eliminating data at the end of the retention period?

Answer: Applicable federal regulatory requirements will be followed for eliminating,g!{i:Pgg¡g:193!1._

Where are these procedures documented?

Answer: VA Handbook 6300; Record Control Schedule 10-1

How are data retention procedures enforced?

Answer: Procedures will be enforced using technical and managerial control mechanisms.

Has the retention schedule been approved by the National Archives and Records Administration (NARA) Yes

Additionat Information: (provide ony necessary ctarifying information or odditional explanotion for this section.)

Answer:

Online Privacy Protection Act {CO-|PA)

Will information be collected through the internet from children under age 13?

lf Yes, How will parental or guardian approval be obtained?

No

Answer:
@ 

-

6. Program LvL Questions
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(FY 20L1) PIA: Security

¡s tf,e systen/application/program following lT security Requirements and procedures required by federal law and policy to ensure that

information is appropriately secured. Yes

Has the system/application/program conducted a risk assessment, identified appropriate security controls to protect against that risk, and

im plemented those controls..

ls security monitoring conducted on at least a quarterly basis to ensure that controls continue to work properly, safeguarding the

information? Yes

ls security test¡ng conducted on at least a quarterly basis to ensure that controls continue to work properly, safeguarding the information?

Are performance evaluations conducted on at least a quarterly basis to ensure that controls continue to work properly, safeguarding the

information?

lf 'No' to any of the 3 questions above, please describe why:

Answer:

ls adequate physical security in place to protect against unauthorized access?

lf 'No' please describe why:

Answer:

Èipla¡n how the project meets tT security requirements and procedures required by federal law.

Answer: procedures which are cons¡stent with the provisions of Federal lnformation Security Management Act (FISMA) as well as guidance issued by

the Office of Management & Budget (OMB), the National tnstitute of Standards & Technology (NIST), & Federal lnformation Processing Standards

(FlpS). ln addition, Ol&T Field Security Operations administers and manages Department-wide security solutions, such as anti-virus protection,

authentication, vulnerability scanning & penetration testing, & intrusion detection systems, and incident response (800-61). The Project Manager

ensures that Clo-provided security directives are integrated into the project's security plan & implemented by VA & contractor staff throughout the

project. Funding needs are depenðent on lT security requirements identified in the system development life cycle (800-64) (i.e. risk assessments (800-

30), certification and accreditation (g00-37 and s0053)), wih consistent review and ongoing assessment of security weaknesses and mitigation of any

weaknesses identified.

¡xpla¡n wfrái security risks were identified in the security assessment? (Check ollthat apply)

Yes

Yes

Yes

17 R¡r Conditioning Failure

f- Chemical /Biological Contami nation

17 glackmail

17 gomb Threats

17 Burglary/Break lnlRobbery

l- cold/rrost/Snow
7.lEQ9UfllYn u n i cati ons Loss

17 oata Disclosure

17 Data lntegritv Loss

17 Denial of Service Attacks

ñi Earthquakes

17 Eavesd roppi ng/l nterce Ption

17 Errors (Configuration and Data Entry)

F Hardware Failtlre

F ldentityTheft

F Mal¡c¡ous Code

FZ Power Loss

17 sabotaee/Terrorism
17 Storms/Hurricanes

17 substance Abuse Page 18



f- Cold/Prost/Snow

17 Communications Loss

17 computer lntrusion

F ComputerMisuse

17 Data Destruct¡on

Answer: (Other Risks)

lF Errors (Configuration and Data Entry)

l7 pire (False Alarm, Major, and Minor)

If Flooding/Water Damage

F Fraud/Embezzlement

17 Storms/Hurricanes

17 substance Abuse

l7 ftrett of Assets

17 rtreft of Data

l? vandalism/Rioting

7. Security
Page 19



Explain what security controls are being used to mitigate these risks. (Check ollthot apply)

17 ContinsencV Planning

17 ldentification and Authentication

F lncident Response

17 Access Control

li¡ Rud¡t and Accountability

17 Awareness and Training

v

v

Personnel SecuritY

Physical and Environmental Protection

i? R¡sk Management
17 Certification and Accreditation Security Assessments

l;:.¿ Configuration Manage me nt

Answer: (Other Controls)

PiR: Pla Assessment

17 Med¡a Protection

ldentify what choices were made regarding the project/system or collection of information as a result of performing the PIA'

Answer:

Availabilitv Assessment: lf the data being

collected is not available to process for any reason

what will the potential impact be upon the system

or organization?
(Choose One)

r

lntegritv Assessment: lf the data being collected

has been corrupted for any reason what will the

potential impact be upon the system or

organization?
(Choose One)

T
Confidentialitv Assessment: lf the data being

collected has been shared with unauthorized

individuals what will the potent¡al impact be upon

the system or organization?

7. Security

f?

Th" p"t".Lal impact is hiqh if the loss of availability could be expected to have a severe or

cataåtrophic adverse effect on operations, assets or individuals.

tn-epotentatimpactiimoderateifthelossofavailabilitycouldbeexpectedtohavea
serious adverse effect on operations, assets or individuals'

Tl* p"t".tt"hrrp".t is ¡ow it t'e loss of availability could be expected to have a limited

adverse effect on operations, assets or individuals'

-t''epot"ntat,'p"ctishiqhifthelossofintegritycouldbeexpectedtohaveaSevereor

cataåtrophic adverse effect on operations, assets or individuals.

e!os¡ofintegritycouldbeexpectedtohaveaserious
adverse effect on operations, assets or lndividuals.

Tl* p"t".t'"ft p""t ¡s !o* 
't 

tn" loss of integrity could be expected to have a limited

adverse effect on operations, assets or individuals'

Th" p"t".ti"l 
""p"ct 

is ¡¡q¡ it the loss of confidentiality could be expected to have a severe

or cátastrophic adverse effect on operations, assets or ind¡viduals.

rn" poter 
'rnpa"t 

¡s ¡nod"talg if the loss of confidentiality could be expected to have a

serious adverse effect on operations, assets or individuals'

ofconidentialitycouldbeexpectedtohavealimited
adverse effect on operations, assets or individuals'

(Choose One)

V



ine controls are being considered for the project based on the selections from the previous assessments?

The VA's risk assessment validates the security control set and determines if any additional controls are needed to protect agency operations. Many of

the secur¡ty controls such as contingency planning controls, incident response controls, security training and awareness controls, personnel security

controls, physical and environmental protect¡on controls, and intrusion detection controls are common security controls used throughout the VA' Our

overall security controls follow NIST Sp80O-53 moderate impact defined set of controls. The system owner is responsible for any system-specific

issues associated with the implementation of this facility' common security controls. These issues are identified and described in the system security

plans for the individual information systems'

Please add additional controls:

7. Security
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(FY 2011) PIA: Additional Comments
Add any additional comments or information that may have been left out for any question. Please

. indicate the question you are responding to and then add your comments.

8. AdditionalComments Page22



ofthese are of
(FY 2011) PIA: VBA Minor A lications

Access Manager

Actuarial
Appraisal System

ASSTSTS

Awards

Awards

Baker System

Bbraun (CP Hemo)

BDN Payment History

BIRLs

C&P Payment System

C&P Training Website

CONDO PUD Builder

Corporate Database

Data Warehouse

EndoSoft

FOCAS

lnforce

INS - BIRLS

lnsurance Online

lnsurance Self Service

LGY Home Loans

LGY Processing

Mobilization

MontgomeryGl Bill

MUSE

Omnicell

Priv Plus

RAr/MDS

Right Now Web

SAHSHA

Scr¡pt Pro

SHARE

SHARE

SHARE

Sidexis

Synquest

9. VHA Minor Applications

Automated Sales Reporting (ASR)

BCMA Contingency Machines
Benefits Delivery Network (BDN)

Centralized Property Track¡ng System

Common SecuriÇ User Manager (CSUM)

Compensation and Pension (C&P)

Control of Veterans Records (COVERS)

Control of Veterans Records (COVERS)

Control of Veterans Records (COVERS)

Courseware Delivery System (CDS)

Dental Records Manager

Education Training Website

Electronic Appraisal System

Electronic Card System (ECS)

Electronic Payroll Deduction (EPD)

Eligibility Verif¡cat¡on Report (EVR)

Fiduciary Benefic¡ary System (FBS)

Fiduciary STAR Case Review

Financial and Accounting System (FAS)

lnsurance Unclaimed Liab¡l¡ties

lnventory Management System (lMS)

LGY Central¡zed Fax System

Loan Service and Claims

Loan Guaranty Training Website

Master Veterans Record (MVR)

Mental Health Asisstant

National Silent MonitorinC (NSM)

Powerscribe D¡ctat¡on System

Rating Board Automation 2000 (R842000)

Rating Board Automation 2000 (R8A2000)

Rating Board Automation 2000 (R8A2000)

Records Locator System

Review of Quality (ROQ)

Search Participant Profile (SPP)

Spinal Bifida Program Ch 18

State Benefits Reference System

State of Case/Supplemental (SOC/SSOC)

Automated Folder Processing System (AFPS)

Automated Medical lnformation Exchange ll (AIME ll)

Automated Medical I nformation System (AM lS)290

Automated Standardized Performace Elements Nationwide (ASPEN)

Centralized Accounts Receivable System (CARS)

Committee on Waivers and Compromises (COWC)

Compensation and Pension (C&P) Record lnterchange (CAPRI)

Compensat¡on & Pension Training Website

Corporate Waco, lndianapolis, Newar( Roanoke, Seattle (Corporate WINRS)

D¡str¡bution of Operational Resources (DOOR)

Educational Ass¡stance for Members of the Selected Reserve Program CH 1606

Electronic Performance Support System (EPSS)

Enterprlse Wireless Messaging System (Blackberry)

Fina ncial Management I nformation System (FMl)

Hearing Officer Letters and Reports System (HOLAR)

lnquiry Routing lnformation System (lRlS)

Modern Awards Process Development (MAP-D)

Personnel and Accounting lntegrated Data and Fee Bas¡s (PAID)

Personal Computer Generated Letters (PCGL)

Personnel lnformation Exchange System (PIES)

Personnet lnformation Exchange System (PIES)

PostVietnam Era educational Program (VEAP) CH 32

Purchase Order Management System (POMS)

Reinstatement Entitelment Program for Survivors (REAPS)

Reserve Educational Assistance Program CH 1607

Service Member Records Track¡ng System

Survivors and Dependents Education Assistance CH 35

Systematic Technical Accuracy Review (STAR)

Training and Performance Support System (TPSS)

VA Online Certif¡cation of Enrollment (VA-ONCE

VA Reserve Educational Assistance Program

Veterans Appeals Control and Locator System (VACOLS)

Veterans Assistance Discharge System (VADS)

Veterans Exam Request lnfo System (VERIS)

Veterans Service Representat¡ve (VSR) Advisor

Vocat¡onal Rehab¡l¡tation & Employment (VR&E) CH 31

Waco lndianapolis, Newark, Roanoke, Seattle (WINRS)
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VBA Data Warehouse

VBATraining Academy

Veterans Canteen Web

vtc
VR&E Training Website

Web LGY

Telecare Record Manager

VBA Enterprise Messag¡ng System

Veterans On-Line Applications (VONAPP)

Vetera ns Service Network (VFISNFI)

Web Electronic Lender ldentification

Web Automated Folder Processing System (WAFPS)

Web Automated Reference Material System (WARMS)

Web Automated Verification of Enrollment

Web-Enabled Approval Management System (WEAMS)

Web Service Medical Records (WebSMR)

Work study Management system (WSMS)

Explain any m¡nor appl¡cat¡on that are associated w¡th your installation that does not appear in the list above. Please prov¡de name, br¡ef

descriotion, and anv comments you mayl4!hlqj!ç!

s Pll collected by this min or application?
this minor applicat¡on store Pll?

has access to this data?

Name

Description

Comments
ls Pll collected by this min or application?
Does this minor application store Pll?

has access to this data?

s Pll collected by this min or application?

this minor appl¡cat¡on store Pll?

has access to this data?

9. VHA Minor APplications
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20trl
of these are sub-co of

ASISTS

Bed Control

CAPRI

CMOP

Dental

Dietetics

Fee Basis

GRECC

HINQ

IFCAP

lmaging

Kernal

Kids

Lab Service

Letterman

Library

Mailman

Medicine

MICOM

NDBI

NOtS

Oncology

PAID

Prosthetics

QUASER

RPC Broker

SAGG

Scheduling

SocialWork
Surgery

Toolkit

Unwinder

VA Fileman

VBECS

VDEF
VistALink

Beneficiary Travel

Care Management

Care Tracker
Clinical Reminders

CPT/ HCPCS Codes

DRG Grouper

DSS Extracts

Education Tracking

Engineering

Event Capture

Extensible Editor

Health Summary

lncident Reporting

lntake/ Output

lntegrated Billing

Lexicon Utility

List Manager

MentalHealth

MyHealthEVet

National Drug File

Nursing Service

Occurrence Screen

Patch Module

Patient Feedback

Police & Security

Problem List

Progress Notes

Record Tracking
Registration

Run Time Library

Survey Generator

Utilization Review

Visit Tracking

VistALink Security

Women's Health

Accounts Receivable

ADP Planning (PlanMan)

Bad Code Med Admin

Clinical Case Registries

Clinical Procedures

ConsulU Request Tracking

Controlled Substances

Credentials Tracking

Discharge Summary

Drug Accountability

EEO Complaint Tracking

Electronic Signature

Event Driven Reporting

External Peer Review

Functional I ndependence

Gen. Med. Rec. - l/O

Gen. Med. Rec. - Vitals

Generic Code Sheet

Health LevelSeven

Hospital Based Home Care

lnpatient Medications

lntegrated Patient Funds

MCCR National Database

Minimal Patient Dataset

National Laboratory Test

Network Health Exchange

Outpatient Pharmacy

Patient Data Exchange

Patient Representative

PCE PatienU HIS Subset

Security Suite Utility Pack

Shift Change Handoff Tool

Spinal Cord Dysfunction

Text lntegration Utilities

VHS & RA Tracking System

Voluntary Timekeeping

Adverse Reaction Tracking

Authorization/ Su bscription

Auto ReplenishmenU Ward Stock

Automated lnfo Collection Sys

Automated Lab lnstruments

Automated Med lnfo Exchange

Capacity Management - RUM

Capacity Management Tools

Clinical lnfo Resource Network

Clinical Monitoring System

Enrollment Application System

EquipmenU Turn-in Request

Gen. Med.Rec. - Generator

Health Data and lnformatics

ICR - lmmunology Case Registry

lncome Verification Match

lncomplete Records Tracking

I nterim Mangement Support

Master Patient lndex VistA

Missing Patient Reg (Original) A4EL

Order Entry/ Results Reporting

PCE Patient Care Encounter

Pharmacy Benefits Mangement

Pharmacy Data Management

Pharmacy National Database

Pharmacy Prescription Practice

Quality Assurance I ntegration

Quality I mprôvement Checklist

Radiology/ Nuclear Medicine

Release of lnformation - DSSI

Remote Order/ Entry System

Utility Management Rollup

CA Vertified Components - DSSI

Vendor - Document Storage Sys

Visual lmpairment Service Team ANRV

Voluntary Timekeeping National
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Explain any minor application that are associated with your installation that does not appear in the list above. Please

Pll collected by this minor application?
this minor application store Pll?

has access to this data?

name, brief and anv comments you may wish to include.

Description

ls Pll collected by this minor application?
Does this minor application store Pll?

yes, where?
has access to this data?

Name

Description
ts

Pll collected by this minor application?
this minor application store Pll?

yes, where?
has access to this data?
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(FY 2011) PIA: Minor Applications

1184 Web

A4P

ENDSOFT
Enterprise Terminology Server &
VHA Enterprise Terminology
Services

RAFT
RALS
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{FY 2011) PIA: Final Sìgnatures
Nåme:

chief lnformatíon Offi cer;

OMB Unlque Proiect ldentif¡êr

Veterens Hââlth Admînìltrat¡oo

ie Waddles

and WorHorce

50f-237-2972 angela^waddle@va.gov

50r.257-2Q84 b¡lly.w¡nlde@vr.gov

817€85€751 diäæ.toter3@t/ð.gov

405-5524345

so1-2s7-1531

d¡ana.rogers3@vå.gov

iames.halt@ø.tot¡

ùâo'o-

Pâg€ 1

1-tt'tl
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